DEPARTMENT OF THE NAVY

NAVY PERSONNEL COMMAND
5720 INTEGRITY DRIVE 5000
MILLINGTON TN 38055-0000
Pers-014

15 May 2001

From: Director, Security/Mail Division (PERS-014)

Subj: BUPERS/NAVPERSCOM AUTOMATED INFORMATION SYSTEMS
(AIS) CERTIFICATION AND ACCREDITATION (C&A)

Ref: (a) DODI 5200.40
(b) BUPERSINST 5239.1B
Encl: (1) Interim Authority to Operate
1. pPer reference (a), the System Security Authorization

Agreement (SSAA) 1s used to guide and document results of the
C&A for the Navy Personnel Command (NAVPERSCOM) Sensitive-But-
Unclassified (SBU) network (PERSNET).

> The BUPERS/NAVPERSCOM Information Systems Security (INFOSEC)
Program instruction, reference (b), encompasses all security
aspects and configuration management practices that contribute
to the protection of the data, network, and other computer
resources, used in the support of BUPERS/NAVPERSCOM mission.

3. Enclosure (1), signed by the Designated Approving Authority
(DAA), covers all NAVPERSCOM AIS hardware and software
associated with NAVPERSCOM SBU PERSNET to include the Quality of
Life Management Information System (QOLMIS).

4. Questions concerning certification/accreditation of any
BUPERS/NAVPERSCOM systems may be addressed to the BUPERS
Information Assurance Officer (IAO)/ Information System Security
Manager (ISSM) at (C) 901-874-4942, (DSN) 882-4942,e-mail
address p0l43@persnet.navy.mil.
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From: Deputy Chief of Naval Personnel
Subj: INTERIM AUTHORITY TO OPERATE (IATO)

DODD 5200.28

DODI 5200.40

SECNAVINST 5239.3

OPNAVINST 5239.1B

IA P-5239-15

BUPERS memo 5239 Ser 014/001 of 22 Jan 2001

O Q000w

1. References (a) through (e) establish mandatory accreditation
requirements for information processing equipment. Reference (e)
provides guidance and procedures for implementing Controlled
Access Protection (CAP) on DON Automated Information Systems
(AISs). Based upon a review of reference (f), PERSNET meets all
the requirements for an IATO.

2. In accordance with references (a) through (e), an IATO may be
granted until all requirements are met for accreditation.
Therefore, for a period of one year you are hereby granted an
IATO for PERSNET. When all information system security (INFOSEC)
requirements are in place, PERS-0143 will request accreditation.
Within the memorandum from PERS-0143, the actions taken to meet
full accreditation for this system will be stated. Questions may
be addressed to the BUPERS Information Assurance Officer

(IA0) /Information System Security Manager (ISSM) at (Comm) 901-
874-4942.
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Rear Admiral, U.S. Naval Reserve
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